How to Obtain an Account URL, Application ID, and
Application Shared Secret from your Entrust [IDaaS Account

Use this guide to retrieve your Account URL, Application ID, and Application Shared Secret from
your Entrust Instant ID as a Service (IIDaaS) account. This information is needed to configure
the integration connection to IIDaaS from the ID Management System.

Step 1. Login to lIDaaS

Login to your lIDaaS Admin portal and navigate to “Resources” > “Applications” in the top left
corner.
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Step 2. Select Issuance API

Click + and then select “Issuance API” from the list of available application templates.
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Step 3. Enter Application Details

In the General tab, enter a name and description of your application and click “Next”.
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For help configuring the application, see the Manage Resource Guide
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Upload a custom logo to use instead of the default application logo.
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Step 4. Assign Role Permission

In the Setup tab, assign a role permission for your Issuance API. When you are done click
“Submit”.
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Allow this application to use a long-lived token for authentication.

For instructions on integrating with the Issuance API, please refer to the Issuance API Guide
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Step 5. Copy Application Details

In the Complete tab, copy the Application ID, Hostname (Account URL), and Shared Secret and
paste them into the ID Management System.
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You have finished configuring the application. View the results below.

v Successfully created Issuance APl Example.

If you do not copy or download the data then you will have to regenerate shared secret.

{
"applicationId": "f291c7b3-0841-4b62-a990-e81643df664e",
"hostname": "id123demo.us.trustedauth.com",
"sharedSecret”: "2-HrgXbwYh3Jrq5hB6thGxDt4BQOsKbI8yKgXUiL4_o"
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You may return to the Applications List by selecting DONE



