
OVERVIEW

Seamless integration within our 
Verified Signing Solutions portfolio 
Entrust’s cloud-based remote digital 
signing service enables your company’s 
employees to authenticate, submit, review, 
and sign PDF documents using an online 
portal and a trusted digital certificate. It’s 
all made possible by two products from 
our verified signing solutions portfolio: 

• Entrust Remote Signing Service

• Signhost

Signhost is available via a web portal and 
a REST API. Both Signhost and Remote 
Signing Service support the Cloud 
Signature Consortium (CSC) protocol. The 
services can be purchased separately for 
standalone applications.

KEY FEATURES & BENEFITS

Simple, anytime,  
anywhere deployment
Our identity-verification process is 
available anytime, anywhere to employees. 
Through the Entrust Remote Signing 
Service, Entrust will verify the identity 
of employees and issue them a trusted 
digital certificate. Employees can then 

simply use those credentials to digitally 
sign PDF documents in the Signhost online 
e-signature portal.

A custom, integrated service for  
a seamless user experience 
This digital signing solution is offered as 
a service, with no private key or secure 
hardware management required. It can 
be customized and integrated into your 
environment for a transparent and unified 
user experience. 

High assurance signatures
Digital signatures using trusted certificates 
provide the highest levels of assurance 
and are perfect for high-risk scenarios and 
sensitive documents.

Alignment with  
compliance standards
Entrust is a publicly trusted certification 
authority (CA), a member of the Adobe 
Approved Trust List (AATL), and an EU 
eIDAS Qualified Trust Service Provider. 
Digital signatures made with our signing 
solutions are aligned with the strongest 
standards and regulations across Europe, 
North America, and many more regions.

Learn more about Entrust Verified Signing Solutions at entrust.com 

Remote Digital Signatures  
for the Workforce 
Raise your signing security posture, minimize fraud, and align  
with the highest signature standards



HOW IT WORKS

Get trusted digital signatures for employees in three easy steps
 

Remote Digital Signatures  
for the Workforce

Digital 

Signing 

Certificate

1.  Entrust verifies the 
identity of the employee 
and that they work for 
the organization. 

2.  Employee issues 
their trusted digital 
certificate and signing 
key in the Entrust 
Remote Signing Service. 

3.  Employee can now upload documents to 
sign using the Signhost web portal or API.

NOTE: For each signature “transaction,” 
Signhost will connect to the Remote 
Signing Service and the employee will be 
asked to authorize the use of their digital 
certificate and signing key. 

Entrust and the hexagon logo are trademarks, registered trademarks, and/or service marks of Entrust  
Corporation in the U.S. and/or other countries. All other brand or product names are the property of their  
respective owners. Because we are continuously improving our products and services, Entrust Corporation  
reserves the right to change specifications without prior notice. Entrust is an equal opportunity employer.  
©2024 Entrust Corporation. All rights reserved. SL24Q4-digital-signatures-for-workforce-sb

Learn more at

entrust.com
Global Headquarters 

1187 Park Place, Minneapolis, MN 55379 

U.S. Toll-Free Phone: 888 690 2424 

International Phone: +1 952 933 1223 

THE ENTRUST ADVANTAGE

About Signhost
Signhost is our online electronic  
signature service, designed for high-risk  
and high assurance scenarios. Signhost 
enables companies of all sizes and 
industries to have digital documents signed 
quickly, easily, and in accordance with 
multiple regulations. 

About Entrust Remote  
Signing Service
Entrust Remote Signing Service is a cloud-
hosted version of Entrust document 
signing certificates for employees, with  
an option for employees to generate 
eIDAS-qualified signatures.  

The service can be integrated into 
compatible document applications, 
including Signhost

The solution can be used via our web 
portal or fully integrated into your own 
systems through our API. The service  
hosts data in Europe in compliance  
with the EU General Data Protection 
Regulation (GDPR). 


