Entrust Solutions for Law Enforcement

Secure Collaboration & Communication
The Internet, coupled with the ease of travel, has made many criminal activities an international affair rather than a local issue. The timely sharing of intelligence between law enforcement agencies within and between jurisdictions, as well as the collaboration between countries, is critical to fighting crime.

Entrust secure collaboration solutions provide the ability to share and communicate information securely between individuals and groups.

Entrust Entelligence Messaging Server
The Entrust Entelligence Messaging Server provides the ability to send information securely via email between individuals, regardless of whether they have an existing relationship. This greatly increases the ability of different law enforcement agencies to collaborate on specific cases without compromising the confidentiality and integrity of the information.

The solution transparently manages encryption functions and enforces secure email policies, making it easy for officers to communicate while protecting data and enforcing regulatory compliance.

- Email security policies may be centrally managed and automatically applied to messages before they leave the organization
- Email encryption may be initiated by the user or automatically by the server, saving time for users and not relying on busy users to remember to encrypt the data
- Email security is not dependent upon users being aware of encryption technology
- Recipients may receive encrypted emails based on their individual desktop capabilities and preferences
- Encrypted email may be sent and received on mobile devices, such as the RIM BlackBerry
- Content may be automatically encrypted based on the list of recipients, the nature of the content or as dictated by security policy
- Solution easily integrates with content-scanners to provide added security and assist with meeting compliance requirements

Solution Benefits
- Secure communication of sensitive information between individuals and agencies — regardless of relationship or jurisdiction
- Secure information storage and sharing on specific cases
- User friendly boundary encryption
- Protection of information, maintenance of regulatory compliance and non-repudiation

Law enforcement agencies need to be able to share intelligence about:
- Crimes committed in other jurisdictions
- Suspects’ personal information, including the latest pictures, known associates, aliases, etc.
- Activities of individuals and criminal organizations that may affect current investigations
Entrust Intelligence Group Share

Entrust Intelligence Group Share allows law enforcement organizations to create folders where individuals working on a project — from specific criminal investigations, fighting child pornography or tracking the contents of a recovered asset locker — may share information in a secure way.

Sensitive information related to a particular project placed into a workgroup folder is automatically encrypted. Only current authorized participants in the project can unencrypt, read and add to folder contents.

If a new officer, agent or member joins the case, they will automatically be able to decrypt all the information in the case file folder. If an individual is removed from the project team, they will no longer be able to decrypt the information, even if they have it at home. This is accomplished without the need to re-encrypt all the information or issue new decryption keys to the members when someone leaves the group or organization. Folder and content access is audited for regulatory compliance and non-repudiation.

A History of Success

For more than 15 years, Entrust has been working with governments, police and the law enforcement community to meet advanced security requirements.

More Information

For more information on identity-based security solutions for law enforcement, contact the Entrust representative in your area at 888-690-2424 or visit entrust.com/law-enforcement.

About Entrust

A trusted provider of identity-based security solutions, Entrust secures governments, enterprises and financial institutions in more than 5,000 organizations spanning 85 countries. Entrust’s award-winning software authentication platforms manage today’s most secure identity credentials, addressing customer pain points for cloud and mobile security, physical and logical access, citizen eID initiatives, certificate management and SSL. For more information about Entrust products and services, call 888-690-2424, email entrust@entrust.com or visit www.entrust.com.
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